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If you need assistance with installation or configuration of the software please contact 615-744-HELP.



The Tennessee Bureau of Invesatigation is changing the way remote users will be accessing the Network.
This install document was written for Remote Agencies and vendors to install the NEW Cisco VPN. The
install instructions below are for users that use Internet Explorer for their browser.

Please note: Local settings on individual computers may vary and as a result the user may encounter
different screens than the ones shown below. Settings such as Internet trusted sites, User Account
Control and local user security settings are a few of these. If you experience difficulty during the
installation process and are unable to complete the installation, please contact us at 615-744-4357 and
leave a detailed message, including your contact information, and somebody will assist you.

Step 1.

Click on the following link: https://tbivpn.tbi.tn.gov/

Step 2. The following will be displayed.
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Step 3.

Login with your existing VPN User id and password and Click “Login”

If you need assistance with installation or configuration of the software please contact 615-744-HELP.
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Login
Please enter your username and password.
GROUP:  [SSLVPN[x]
USERNAME: [thuff_ng
PASSWORD:

Step 4.

Click on the AnyConnect icon:

(- 6 (2 s/t . ngov/CSCOF ol 0+ i 6 X | ¢

Fle Edt View Favores Tools Hep

SSLVPN Service

ih) i 3]

{I/eh Bookmarks

ih) Home v
QJ Web Applications v

P TESNe

ﬂy Bouseliemrks

@) AnyConnect "

If you need assistance with installation or configuration of the software please contact 615-744-HELP.



Step 5. Click on the Start AnyConnect option.
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Requirements

To access remote services over an AnyConnect client session, your system must have the
following setup:

= Your VPN site must be in the list of trusted sites, as described below. (Required for -
Windows 7 and Vista, highly recommended for all.)

= The client applications must be installed locally on your system

= The operating system must be Microsoft Windows 7, Windows Vista, windows XP SP1 or
SP2, Windows 2000 SP4, Linux (RedHat Linux 9, RedHat Enterprise Linux 3, SUSE Linux
10, Slackware 11.0, or Fedora 4 or 6), or Mac 0S X 10.4.

Before you Connect - Add to Trusted Sites

Adding a security appliance to the list of trusted sites is required for Internet Explorer 7.0 or later
on Windows 7 and Vista. We also recemmend the procedure for others to eliminate certain
security pop-up messages when you connect.

Internet Explorer on Vista has "Protected Mode” enabled by default. Adding the security
appliance to the trusted sites allows communications with the security appliance, even though
"Protected Mode” is enabled.

Tn add the securitv annliance to the list of trusted sites:

The following install screen will be displayed:

If you need assistance with installation or configuration of the software please contact 615-744-HELP.
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This will take a few minutes for the install to complete.

If you need assistance with installation or configuration of the software please contact 615-744-HELP.



Once the following screen is displayed.
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You are connected to the VPN. In the lower right hand corner of the screen you will see a popup
message.
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You are now connected. Your applications should work normally.

For future connections to the VPN.

If you need assistance with installation or configuration of the software please contact 615-744-HELP.



Click on The Start Button > All Programs> Cisco> Cisco AnyConnect Secure Mobility Client and click on

il_ ’.;I

Cisco AnyConnect Secure Mobility Client.

To disconnect an active session click on the ﬂE .

or the application window and click on disconnect.

icon in the lower right hand corner of the tool bar

If you need assistance with installation or configuration of the software please contact 615-744-HELP.



